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THIS POLICY REVOKES AND REPLACES ALL PREVIOUS POLICIES 
 

Your privacy is very important to us. We will only process personal data if: 

 we have obtained your prior consent 

 the processing is necessary to perform contractual obligations  

 the processing is necessary to comply with legal or regulatory obligations 

 the processing is necessary for the legitimate interests of the Company. 

 

The personal data we collect and may store about you includes contact information including your email or IP 
information. The data we collect will only be shared with third party business associates to enable us to perform 
our business activities or to help us develop or enhance services provided or as is required to do so in 
accordance to local laws to prevent fraud or other crime. The legal basis for processing this data is in 
accordance to our business activity. 

Without consent we will not: 

 sell or rent your data to third parties 

 share your data with third parties for marketing purposes 

We will only retain your personal data for as long as it is needed for the purposes set out in this document or the 
law requires us to do so. In general, this means that we will hold data for a maximum of 7 years. 

 

Through the use of software such we may collect information about users visiting our website.  We do this to 
help make sure such sites are meeting the needs of its users and to help us make improvements, such as 
improving site user experience or identifying demographic interest trends. 

This may include, but is not limited to: 

 your Internet Protocol (IP) address                             type and version of browser, operating system and platform 

 information on how you use the site  length of time spent on the site 

 page tagging techniques or cookies  user subscription preferences 

 

We do not intentionally collect or maintain data about anyone under the age of 13. 

We design, build and run our systems and processes to make sure that your data is as safe as possible and in a 
secured environment at any stage, both while it’s processed and when it’s stored and accessed by authorised 
staff and password protected login. Your personal data may, throughout the course of its processing, be 
transferred outside of the EEA. Where this is the case, all appropriate technical and legal safeguards will be put 
in place to ensure that you are afforded the same level of protection as within the EEA. We are committed to 
doing all that we can to keep your data secure. We have set up systems to prevent unauthorised access or 
disclosure of your data using varying levels of encryption. We also make sure that any third parties that we deal 
with keep all personal data they process on our behalf secure. 

 

You have the right to request information about how your personal data is processed & a copy of that personal 
data. Anything inaccurate in your personal data will be corrected immediately. 

You can also raise an objection or request that your personal data is erased or restricted at any time by 
contacting us. 

 

*** END *** 


